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Privately-held company founded in 
1998 

US Headquarters in Clifton, NJ 

Global offices in US, UK, China, 
India, Romania, Turkey and the 
Ukraine 

Over 1200 employees 

ABOUTCOMODO 



MDM 

• What does MDM mean to you? 



MDMLANDSCAPE 

2X 
•By 2015, number of employees 
using mobile applications in the 
workplace will double 
 
Gartner 2013 

>10 Billion 
•More than 10 Billion 
personal mobile devices 
expected to be in use by 
2020 

 
SecurEdge Blog 2013 

90% 
•Gartner predicts through 
2017, 90% of enterprises 
will have 2 or more mobile 
operating systems to 

support. 
  Gartner 2012 



MDMSOLUTIONBENEFITS 

Employer 
Benefits 

• Increase productivity 
 

• Reduce business security risks 
 

• Boost employee satisfaction 
and morale  
 

• Gain visibility 



CAPABILITIESANDUSECASES 
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Enable companies to:  

• Monitor Device Inventory 
 

• Ensure Device and Data Security 

 

• Enforce Configurations and Limit Features 
 

• Monitor and Manage Application Inventory 
 

• Manage device, user  
 

• Support BYOD 



CMDMENROLLMENT 
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Enrollment Capabilities: 

• Over the Air (OTA) enrollment without physical 
access 
 

• One time passwords or Active Directory/LDAP 
 

• Classify employee (BYOD) and corporate 
owned devices 

 

• Immediately control devices with default 
profiles enforced during enrollment 
 

 



CMDMCONFIGURATION 
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Configuration includes: 

• Create enterprise policies to control devices  
 

• Deploy corporate configurations to all of your devices  
(such as Wi-Fi, Email, VPN, etc.) 

 *Samsung KNOX supported 

• Control Access to Corporate Email by whitelisting devices 
that are allowed to access the company mail server 
  

• Apply policies to restrict usage and access to features  
 

• Create user and device groups; deploy profiles to 
targeted audiences in seconds 
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Monitoring capabilities: 

• Capture all diagnostic details regarding hardware, 
software, configuration and applications 
 

• Watch all devices with real time status to proactively 
manage your inventory and resources 

 

• Monitor application inventory on devices 

 

• Monitor users and devices on the network that access 
the company mail server 
 

 

 

CMDMMONITORING 



CMDMAPPLICATIONMANAGEMENT   
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Application management options: 

• Define recommended and/or mandatory applications 

 

• Push custom in-house or Store applications  

 

• Create company Enterprise application store 

 

• Blacklist prohibited applications and require uninstallation 

 

• Block application for individual users 

 

• Complementary Capabilities: Leverage Comodo Mobile 
Security, Battery Saver and many more Comodo mobile 
productivity tools right away 



CMDMSECURITY 
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Security features include: 

• Enforce passcode and encryption policies to ensure data 
protection 
 

• Remote locate, lock and wipe (full or selective) functions to 
keep your data safe 
 

• Integrated Comodo’s own patent pending anti-virus engine 
 

• Assign identification and device certificates from trusted 
Certificate Authority-Comodo 

 

• Data isolation between managed and unmanaged 
applications 



CMDMAUDIT 

H
o

w
 d

o
 I 

au
d

it
 d

ev
ic

es
? 

Auditing capabilities:  

• Audit your devices for compliance with defined 
policies 
 

• Access out the of box reports to provide admins with 
statistics about their deployment 
 

• Audit device, user, system activities, and attempts to 
access Corporate email 

 



COMPETITIVEINFOiOS 
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We are very strong and in line with 
competition for iOS.  

• All restrictions 
 

• All configurations 
 

• Containerization with IOS 7 
 

• Inventory management 

 

• Anti-theft measures (lock, locate, wipe) 
 

• Application Management 



Creating Trust Online 360 
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THANKYOU 
IT  HAS BEEN A PLEASURE!  


